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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[2] - [9]
Void.

[10]
3GPP TS 32.250: "Telecommunication management; Charging management; Circuit Switched (CS) domain charging".

[11] – [19]
Void.

[20]
3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".

[21] - [29]
Void.

[30]
3GPP TS 32.270: "Telecommunication management; Charging management; Multimedia Messaging Service (MMS) charging".

[31]
3GPP TS 32.271: "Telecommunication management; Charging management; Location Services (LCS) charging".

[32]
void.

[33]
3GPP TS 32.273: "Telecommunication management; Charging management; Multimedia Broadcast and Multicast Service (MBMS) charging"

[34] 
3GPP TS 32.274: "Telecommunication management; Charging management; Short Message Service (SMS) charging".
[35] - [49]
Void.

[50]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging application".

[51]
3GPP TS 32.298: "Telecommunication management; Charging management; Charging Data Record (CDR) encoding rules description".

[52]
3GPP TS 32.297: "Telecommunication management; Charging management; Charging Data Records (CDR) file format and transfer".

[53]
3GPP TS 32.296: "Telecommunication management; Charging management; Online Charging System (OCS) applications and interfaces".

[54]
3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data Record (CDR) transfer".

[55] - [99]
Void.

[100]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[101]
3GPP TS 22.115: "Service aspects; Charging and billing".

[102] - [199]
Void.

[200]
3GPP TS 22.060: "General Packet Radio Service (GPRS); Service description; Stage 1".

[201]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[202]
3GPP TS 29.078: "Customized Applications for Mobile network Enhanced Logic (CAMEL) 
Phase X;CAMEL Application Part (CAP) specification".

[203]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[204]
Void.

[205]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[206]
3GPP TS 23.078: "Customized Applications for Mobile network Enhanced Logic (CAMEL); 
Phase 4; Stage 2".

[207]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[208]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) acces".

[209]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[210]
3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[211]
3GPP TS 29.275: "Proxy Mobile IPv6 (PMIPv6) based Mobility and Tunnelling protocols; Stage 3".

[212]
3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2".

[213]
3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2".
[214]
Void.
[215] 
3GPP TS 23.203: "Policy and charging control architecture".
[216]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[217] - [241]
Void.
[242]
 3GPP TS 23.161: "Network-based IP flow mobility and Wireless Local Area Network (WLAN) offload; Stage 2".   
[243] - [400]
Void.
[401]
IETF RFC 3588 (2003): "Diameter Base Protocol".

[402]
IETF RFC 4006 (2005): "Diameter Credit-Control Application".

[403] - [599]
Void. 
[600]
Broadband Forum TR-146: "Internet Protocol (IP) Sessions".
[601]
Broadband Forum TR-134: "Broadband Policy Control Framework (BPCF)". 

Next change
3.3
Abbreviations

For the purposes of the present document, the abbreviations defined in TR 21.905 [100] and the following apply:

3G
3rd Generation 
ABC
Application Based Charging
ADC
Application Detection and Control
AoC
Advice of Charge

APN
Access Point Name

ARP
Allocation and Retention Priority

BD
Billing Domain

CAMEL
Customised Applications for Mobile network Enhanced Logic

CCA
Credit-Control-Answer

CCR
Credit-Control-Request

CDF
Charging Data Function

CDR
Charging Data Record

CG
Charging Gateway

CGF
Charging Gateway Function

CI
Cell Identity

CS
Circuit Switched

CSE
CAMEL Service Environment

CSG
Closed Subscriber Group

CSG ID
Closed Subscriber Group Identity 

CTF
Charging Trigger Function
DCCA
Diameter Credit-Control Application

EPC
Evolved Packet Core

ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

ECUR
Event Charging with Unit Reservation

E-UTRAN
Evolved Universal Terrestrial Radio Access Network

FBC
Flow Based bearer Charging

FQPC
Fully Qualified Partial CDR

GERAN
GSM EDGE Radio Access Network
GGSN
Gateway GPRS Support Node

GPRS
General Packet Radio Service

GSM
Global System for Mobile communication

GTP
GPRS Tunnelling Protocol

GTP'
The GPRS protocol used for CDR transport. 
It is derived from GTP with enhancements to improve transport reliability necessary for CDRs. 

HeNB
Home eNode B

HNB
Home Node B
H(e)NB
HNB and HeNB
HLR
Home Location Register

HPLMN
Home PLMN 
HRPD
High Rate Packet Data
HSGW
HRPD Serving Gateway
IE
Information Element

IEC
Immediate Event Charging

IETF
Internet Engineering Task Force

IFOM
IP Flow Mobility

IHOSS:OSP
Internet Hosted Octet Stream Service: Octet Stream Protocol

IMEI
International Mobile Equipment Identity

IMSI
International Mobile Subscriber Identity

IP
Internet Protocol

IP-CAN
IP Connectivity Access Network
IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ISDN
Integrated Services Digital Network

ITU-T
International Telecommunication Union - Telecommunications standardization sector

LAC
Location Area Code

LR
Location Request

M-CDR
Mobility management generated CDR

MAPCON
Multi Access PDN Connectivity
MCC
Mobile Country Code (part of IMSI)

ME
Mobile Equipment

MLC
Mobile Location Center 

MME
Mobility Management Entity
MMS
Multimedia Messaging Service

MNC
Mobile Network Code (part of IMSI)

MO
Mobile Originated

MO-LR
Mobile Originated Location Request

MS
Mobile Station

MSISDN
Mobile Station ISDN number

MT
Mobile Terminated

MT-LR
Mobile Terminated Location Request
NBIFOM
Network-based IP flow mobility
NE
Network Element

NI
Network Identifier (part of the APN)

NI-LR
Network Induced - Location Request

NSWO
Non-Seamless WLAN Offload

OAM&P
Operation, Administration, Maintenance and Provisioning
OCF
Online Charging Function

OCS
Online Charging System

OI
Operator Identifier (part of the APN)

P-GW
PDN Gateway

PCC
Policy and Charging Control
PCEF
Policy and Charging Enforcement Function

PCN
Packet switched Core network Node (SGSN, GGSN, S–GW, P–GW, TDF)

PDN
Packet Data Network

PDP
Packet Data Protocol (e.g. IP)

PDU
Packet Data Unit

PGW-CDR
P-GW (enhanced by FBC) generated CDR

PLMN
Public Land Mobile Network

PMIP
Proxy Mobile IP 
PPP
Point-to-Point Protocol

PRA
Presence Reporting Area

PS
Packet Switched

QCI
QoS Class Identifier
QoS
Quality of Service

RAB
Radio Access Bearer

RAC
Routing Area Code

RANAP
Radio Access Network Application Part

RG
Residential Gateway

RNC
Radio Network Controller

RPC
Reduced Partial CDR

SAC
Service Area Code

S-CDR
SGSN (IP-CAN bearer) generated CDR

S-GW
Serving Gateway

SCUR
Session Charging with Unit Reservation

SDF
Service Data Flow 

SGSN
Serving GPRS Support Node

SGW-CDR
S-GW (IP-CAN bearer) generated CDR

SIPTO
Selected IP Traffic Offload

SMS
Short Message Service

S-SMO-CDR
SGSN delivered Short message Mobile Originated CDR

S-SMT-CDR
SGSN delivered Short message Mobile Terminated CDR 

TDF
Traffic Detection Function
TDF-CDR
TDF generated CDR

TR
Technical Report

TS
Technical Specification 

TWAG
Trusted WLAN Access Gateway

TWAN
Trusted WLAN Access Network
UMTS
Universal Mobile Telecommunications System

USIM
Universal Subscriber Identity Module

UTRAN
UMTS Terrestrial Radio Access Network

Next change
5.2.1.7X
Network-Based IP Flow Mobility (NBIFOM) charging

To support Network-Based IP Flow Mobility (NBIFOM), multi-radio (i.e. 3GPP and WLAN) capable UEs establish and maintain a PDN connection over both 3GPP access and WLAN access simultaneously for both S2b and S2a connectivity, as specified in TS 23.161 [242]. When such a multi-access PDN connection is established, there is one default bearer for each access. On a multi-access PDN connection established over both 3GPP access and WLAN access, it is possible to move individual IP flows from one access network to another, when policies determine that flows should be moved and the target access is available for the UE. As described in TS 23.203 [215], it shall be possible to apply different rates depending on the access used to carry a service data flow. 
For a multi-access PDN connection, when charging per IP-CAN session is active, charging principles are applied as defined in clause 5.2.1.10 with measurements for IP-CAN bearers in clause 5.2.1.10.1 and FBC in clause 5.2.1.10.2.
For each service data flow, identified by its PCC Rule, a different  access type is specified where it has to be enforced. A different rating group may be used as a way to apply charging differentiation per-access type. The charging method, measurement method, reporting level may also potentially be different, in case charging behaviour is not expected to be unified between both domains.

For the case where dynamic PCC is not deployed, per-access Charging Characteristics and pre-defined  PCC Rule(s) in 
P-GW may be used as a way to apply charging differentiation.
Next change
5.2.1.10.1
IP-CAN bearer charging

For the purpose of interoperator charging, the P-GW collects charging information per user per IP-CAN bearer. 
In case the P-GW is not aware of IP-CAN bearers, i.e. in case of PMIP based connectivity, P-GW collects charging information per IP-CAN session as it would be one IP-CAN bearer. IP-CAN bearer charging allows the P-GW to collect charging information related to data volumes sent to and received by the UE/MS, categorised by the QCI and ARP applied to the IP-CAN bearer. The user can be identified by MSISDN and/or IMSI, while the IP-CAN bearer can be determined by a unique identifier generated by the P-GW when creating an IP-CAN bearer. This identifier is forwarded to the S-GW/ePDG/ TWAG/SGSN so as to allow correlation of S-GW/ePDG/ TWAG/SGSN IP-CAN bearer CDRs with the matching P-GW charging information in the BD.

The amount of data counted for the IP-CAN bearer shall be the user plane payload at the tunnelling (e.g. GTP-u, GRE Tunnel) interface. Time metering is started when IP-CAN bearer is activated.

NOTE 1:
The control plan address of the P-GW, together with the unique charging identifier assigned by the P-GW, enables the correlation of charging information. The control plane IP address of SGSN or P-GW (acting as GGSN) is the IP address used at Gn/Gp interface. 
The control plane IP address of S-GW or P-GW is the IP address used at S5/S8 interface. 
The control plane IP address of ePDG or P-GW is the IP address used at S2b interface. 
The control plane IP address of TWAG or P-GW is the IP address used at S2a interface.

When Charging per IP-CAN session is active and measurements for IP-CAN bearers are captured in the same CDR as FBC measurements, the following chargeable events are defined:

-
Start of the default bearer for an IP-CAN session when single access is used or start of the first default bearer for a multi-access PDN connection (i.e., when NBIFOM is accepted by PCRF).
Upon encountering this event, a new CDR for the IP-CAN session is created and the data volume counts 
(i.e., uplink and downlink) are started and captured for the IP-CAN bearer.

NOTE 2:
Start of the default bearer or start of the first default bearer for an IP-CAN session is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.
-
Addition of access to a PDN connection.
Additional volume counts are started and captured for IP-CAN bearers of the access. New SGSN/S-GW/ePDG/TWAG address is added to data for the IP-CAN bearer in the CDR.
-
Start of a dedicated bearer for an IP-CAN session. 
Additional volume counts are started and captured for the dedicated bearer.

-
End of dedicated bearer in the P-GW. 
The counters and time stamps for the IP-CAN bearer are closed and resulting container added to the CDR.
-
Removal of access from a multi-access PDN connection. 
The counters and time stamps for the IP-CAN bearers of the removed access are closed and resulting containers added to CDR.
-
Access of a multi-access PDN connection becomes unusable.
The counters and time stamps for the IP-CAN bearers of the unusable access are closed and resulting containers added to the CDR.

-
Access of a multi-access PDN connection becomes usable.
New volume counts are started and captured for all bearers of the access that has become usable. These may not be the same as those that were previously active when the access became unusable due to changes in PCC Rules. 
-
End of IP-CAN session (i.e. end of the default bearer for a single access PDN connection or end of the last default bearer for a multi-access PDN connection) in the P-GW. 
The counters and time stamps for all IP-CAN bearers and the resulting containers added to the CDR. The CDR is closed.

NOTE 3:
The End of IP-CAN session event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.

-
Serving node (e.g. SGSN/S-GW/ePDG/TWAG) change in the P-GW. 
New SGSN/S-GW/ePDG/TWAG address is added to data for the IP-CAN bearer in the CDR.

-
Expiry of an operator configured time limit for keeping a CDR open. 
This event closes all counters. The resulting containers are added to the CDR and the CDR is closed. 
A new CDR is opened if the IP-CAN session is still active.

NOTE 4:
The expiry of an operator configured time limit for keeping a CDR open event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.

-
Expiry of an operator configured time limit per IP-CAN bearer. 
The counters and time stamps for the IP-CAN bearer are closed and added to the CDR. A new IP-CAN bearer traffic volume container is opened if the IP-CAN bearer is still active.

-
Expiry of an operator configured data volume limit per IP-CAN session. 
This event closes the CDR and a new one is opened if the IP-CAN session is still active.

NOTE 5:
The expiry of an operator configured data volume limit per IP-CAN session event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.

-
Expiry of an operator configured data volume limit per IP-CAN bearer. 
The counters and time stamps are closed and added to the CDR. A new IP-CAN bearer traffic volume container is opened if the IP-CAN bearer is still active.

-
Change of charging condition specific to APN-AMBR change. 
This event closes the CDR, and a new one is opened if the IP-CAN session is still active.

-
Change of charging condition specific to IP-CAN bearer modification QoS change. 
When this event is encountered, all counts and time stamps for the modified bearer are captured and new counts and time stamps for the specific bearer are started. 

-
Change of charging condition.IP-CAN bearer modification except QoS change (e.g. SGSN change, S-GW change, user location change, user CSG information change, change of UE presence in a Presence Reporting Area), or tariff time change. When this event is encountered, all current configured counts and time stamps are captured and new counts and time stamps for all active bearers are started.
Editor’s Note: The individual events associated with change of charging condition must be re-evaluated in the context of NBIFOM. Changes to this event are FFS.
NOTE 7:
The change of charging condition event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR. 
Editor’s Note: whether the special case of user location reporting on dedicated bearer release triggers a change of charging condition for the IP-CAN session is ffs.

-
Intersystem change (e.g. change of radio interface from GSM to UMTS, RAT change) for any connected access visible in the P-GW. 
This event closes the CDR, and a new one is opened if the IP-CAN session is still active.

NOTE 8:
The intersystem change event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.

-
PLMN change visible in the P-GW. This event closes the CDR. 
A new one is opened if the IP-CAN session is still active.

NOTE 9:
The PLMN change event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.

-
MS Timezone change visible in the P-GW. This event closes the CDR. 
A new one is opened if the IP-CAN session is still active.

NOTE 10:
The PLMN change event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.

-
Expiry of an operator configured limit of number of charging condition changes per IP-CAN session. 
This event closes the CDR, and a new one is opened if the IP-CAN session is still active.

NOTE 11:
The expiry of an operator configured limit of number of charging condition changes event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.

Management intervention may also force trigger a chargeable event.
Next change
5.2.1.10.2
Flow Based Charging (FBC)

For the purpose of end-user charging, FBC is supported by the P-GW by the integration of a PCEF. With PCEF, charging is enhanced by the capability to categorise the service data flows within IP-CAN session data traffic by rating group or combination of the rating group and service id. FBC provides separate counts per each rating group, combination of the rating group and service id or combination of rating group, sponsor identity and application service provider identity. The level of the reporting is defined per PCC rule. Details of this functionality are specified in TS 23.203 [215] and TS 32.240 [1].

NOTE 1:
Even though an individual service data flow template is bound to a specific IP-CAN bearer, the assigned rating group or combination of rating group and service id applies to the entire IP-CAN session. 
As a result, data traffic from multiple bearers can be included in the count maintained for the rating group or combination of the rating group and service id. This implies if an operator wishes to be able to separate usage according to IP-CAN bearer within their billing system they will need to ensure that services having different QCI and ARP do not have the same:

-
rating group in cases where rating group reporting is used;

-
rating group/service id where rating group/service id reporting is used; 
-
rating group/sponsor identity/application service provider identity where sponsored connectivity level reporting is used.

NOTE 2:
The P-GW can only include one QoS Information occurrence per service data container. 
This implies if an operator wishes to be able to separate usage according to QCI and ARP within their billing system they will need to ensure that services having different QCI and ARP do not have the same:

-
rating group in cases where rating group reporting is used;

-
rating group/service id where rating group/service id reporting is used ;

-
rating group/sponsor identity/application service provider identity where sponsored connectivity level reporting is used.
NOTE 2a: The P-GW can only include one RAT type per service data container.
This implies if an operator wishes to be able to separate usage according to RAT type within their billing system they will need to ensure that services having different RAT type do not have the same:

-
rating group in cases where rating group reporting is used;

-
rating group/service id where rating group/service id reporting is used;

-
rating group/sponsor identity/application service provider identity where sponsored connectivity level reporting is used.
According to TS 23.203 [215], FBC shall support different charging models per PCC rule. These charging models may be based on volume and/or time and on number of events matching a specific service data flow template in PCC rule.  

When Charging per IP-CAN session is active and FBC measurements are captured in the same CDR as measurements for IP-CAN bearers, the following chargeable events are defined:

-
Start of the default bearer for an IP-CAN session when single access is used or start of the first default bearer for a multi-access PDN connection (i.e., when NBIFOM is accepted by PCRF). Upon encountering this event, a new CDR for the IP-CAN session is created. No service data flow counters are started.

NOTE 3:
The start of the default bearer or the start of the first default bearer for an IP-CAN session event is a shared trigger for IP-CAN bearer charging in clause 5.2.1.10.1 for the single shared CDR.

-
Start of service data flow. 
If service identifier level reporting is required by the PCC rule, and no counts are present already for this combination of the rating group and service id, then new counts and time stamps for this combination of the rating group and service id are started. If rating group level reporting is required by the PCC rule, and no counts are present already for this rating group, then new counts and time stamps for this rating group are started. If sponsored connectivity level reporting is required by the PCC rule, and no counts are present already for this combination of rating group, sponsor identity and application service provider identity, then new counts and time stamps for this rating group are started. The type of counters shall be according to the measurement method configured for the PCC rule. When event based charging applies, the first occurrence of an event matching a service data flow template in PCC rule shall imply that a new count is started. When new events occur, the counter shall be increased. Each event shall be time stamped.
-
Access change of service data flow.
Editor's note: The definition of and actions taken for the access change of service data flow event are FFS.
-
Termination of service data flow. 
If service identifier level reporting is required by the PCC rule and this was the last active service data flow for this combination of the rating group and service id or if rating group level reporting is required by the PCC rule and this was the last active service data flow for this rating group, or if sponsored connectivity level reporting is required by the PCC rule and this was the last active service data flow for this combination of rating group, sponsor identity and application service provider identity, the counters and time stamps are closed and the resulting containers added to the CDR. For information on how the termination of service data flows is detected, refer to TS 23.203 [215].
-
End of IP-CAN session (i.e. end of the default bearer for a single access PDN connection or end of the last bearer for a multi-access PDN connection) in the P-GW. 
The counters and time stamps for all rating groups and all combinations of rating group and service id are closed and the resulting containers added to the CDR. The CDR is closed.

NOTE 4:
The end of IP-CAN session event is a shared event for IP-CAN Bearer Charging in clause 5.2.1.10.1 for the single shared CDR.

-
Expiry of an operator configured time limit for keeping a CDR open. 
This event closes all counters. The resulting containers are added to the CDR and the CDR is closed. 
A new CDR is opened if the IP-CAN session is still active.

NOTE 5:
The end of operator configured time limit for keeping a CDR open event is a shared event for IP-CAN Bearer Charging in clause 5.2.1.10.1 for the single shared CDR.

-
Expiry of an operator configured time limit per rating group. 
The counters and time stamps are closed and added to the CDR. 
A new service data flow container is opened if any matching service data flow is still active.

-
Expiry of an operator configured data volume limit per IP-CAN session. 
This event closes the CDR and a new one is opened if the IP-CAN session is still active.

NOTE 6:
The expiry of an operator configured data volume limt per IP-CAN session event is a shared event for 
IP-CAN bearer charging in clause 5.2.1.10.1 for the single shared CDR.

-
Expiry of an operator configured data volume limit per rating group. 
The counters and time stamps are closed and added to the CDR. 
A new service data flow container is opened if any matching service data flow is still active.

-
Expiry of an operator configured data event limit per IP-CAN session. 
This event closes the CDR and a new one is opened if the IP-CAN session is still active.

NOTE 7:
The expiry of an operator configured data event limit per IP-CAN session event is a shared event for IP-CAN bearer charging in clause 5.2.1.10.1 for the single shared CDR.

-
Expiry of an operator configured data event limit per rating group. 
The counters and time stamps are closed and added to the CDR. 
A new service data flow container is opened if any matching service data flow is still active.

-
Change of charging condition. 
IP-CAN bearer modification except QoS change (e.g. SGSN change, S-GW change, user location change, 
user CSG information change, change of UE presence in a Presence Reporting Area), tariff time change or failure handling procedure triggering. 
When this event is encountered, all current configured counts and time stamps are captured and new counts and time stamps for all service data flows are started.

Editor’s Note: The individual events associated with change of charging condition must be re-evaluated in the context of NBIFOM. Changes to this event are FFS.

NOTE 8:
The change of charging condition event is a shared event for IP-CAN bearer charging in clause 5.2.1.10.1 for the single shared CDR. 
Editor’s Note: whether the special case of user location reporting on dedicated bearer release triggers a change of charging condition for the IP-CAN session is ffs. 

-
Intersystem change (e.g. change of radio interface from GSM to UMTS, RAT change) for any connected access visible in the P-GW. 
This event closes the CDR, and a new one is opened if the IP-CAN session is still active.

NOTE 9:
The intersystem change event is a shared event for IP-CAN bearer charging in clause 5.2.1.10.1 for the single shared CDR.

-
PLMN change visible in the P-GW. 
This event closes the CDR. A new one is opened if the IP-CAN session is still active.

NOTE 10:
The PLMN change event is a shared event for IP-CAN bearer charging in clause 5.2.1.10.1 for the single shared CDR.

-
MS Timezone change visible in the P-GW. 
This event closes the CDR. A new one is opened if the IP-CAN session is still active.

NOTE 11:
The MS Timezone change event is a shared event for IP-CAN bearer charging in clause 5.2.1.10.1 for the single shared CDR.

-
Expiry of an operator configured limit of charging condition changes per IP-CAN session. 
This event closes the CDR, and a new one is opened if the IP-CAN session is still active.

NOTE 12:
The expiry of an operator configured limit of charging condition changes per IP-CAN session event is a shared event for IP-CAN bearer charging in clause 5.2.1.10.1 for the single shared CDR.

-
Completion of a time envelope as defined in TS 32.299 [50]. 
This event closes a service data flow container. Further details are described in clause 5.2.3.10.1 "Triggers for PGW-CDR charging information addition'". 
The need for reporting time envelopes may be statically configured for each rating group or dynamically controlled by online charging.

Management intervention may also force trigger a chargeable event.

Relevant service data flows for an IP-CAN session are determined when FBC is applied. PCC rules are used for this determination. One PCC rule identifies service data flow to be measured but it can also include certain characteristics related to that service data flow. 

PCC rules can be activated, deactivated and modified any time during the IP-CAN session lifetime. 
IP-CAN bearer deactivation also leads to deactivation of all PCC rules associated with that bearer. 
PCC rule activation, deactivation and modification are not chargeable events. 
However these PCC rule changes may lead to "start of service data flow'"and "termination of service data flow'" chargeable events.

According to TS 23.203 [215], the PCRF can modify the following charging information in a dynamic PCC rule which is active in the PCEF: Charging key, Service identifier, Sponsor Identifier, Application Service Provider Identifier, IP-CAN types, Measurement method and reporting level. 
A change of any of this charging information will trigger a "start of service data flow'" chargeable event when a valid counter does not exist corresponding to that changed PCC rule. 
A change of any of this charging information will trigger a "termination of service data flow'" chargeable event when this was the last active service data flow for the counter corresponding to the original PCC rule.
Editor's note: The definition of and actions taken for the access change of service data flow event are FFS.
Removal of an access from a PDN connection is not a trigger for FBC. Subsequent PCC rule handling, may lead to the "access change for a service data flow" or "termination of service data flow" events for the service data flows that were active on the removed access.
Extended packet inspection can be done in the PCEF with pre-defined PCC rules. 
The PCEF also have the possibility to output service specific information related to the packet inspection in the CDR.
